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System Center Virtual Machine Manager 2008 Management Pack Guide

The System Center Virtual Machine Manager (VMM) 2008 Management Pack for System Center Operations Manager 2007 monitors availability of all components of VMM 2008 and the availability, health, and performance of all virtual machines and virtual machine hosts that VMM manages. 

In VMM 2007, the Server Virtualization Management Pack monitored Virtual Server hosts and the virtual machines deployed on them. The VMM 2008 Management Pack extends those capabilities to enable the integration of Operations Manager with VMM and to monitor virtual machines running on Hyper-V. The VMM 2008 Management Pack also monitors the health of VMware virtual machines running on VMware ESX Servers in VMware Infrastructure 3 (VI3) environments that are managed by using VMM 2008.

The VMM 2008 Management Pack is tightly integrated with VMM 2008 to implement the following features:


Comprehensive health monitoring of virtual machines


Performance and Resource Optimization (PRO) in VMM


VMM reports


Diagram views available from the VMM Administrator Console

Document Version

This guide was developed for VMM 2008 Management Pack version 2.0.3451.0.

Revision History
	Release Date
	Changes

	September 2008
	Original release of this guide

	Dec. 9, 2008
	
Provides VMM reports for Virtual Machine Manager. For report descriptions, see Appendix: Reports.


The Microsoft.SystemCenter.VirtualMachineManager.Pro.2008.Public class in the System Center Virtual Machine Manager 2008 PRO Library management pack has been redefined as an abstract class. All PRO-enabled management packs have a dependency on the System Center Virtual Machine Manager 2008 PRO Library management pack. You will need to update any PRO-enabled management packs that were developed before this release of the VMM 2008 Management Pack. To update an existing PRO-enabled management pack, contact the organization that developed it.

To view a list of management packs that are dependent on the System Center Virtual Machine Manager 2008 PRO Library management pack, in the Administration pane of the Operations Console, expand the Management Packs node, right-click Microsoft.SystemCenter.VirtualMachineManager.PRO.2008.Library, and then click Properties. The Dependencies tab lists all currently installed management packs that are dependent on the PRO Library management pack.


Getting the Latest Management Pack and Documentation

You can find the VMM 2008 Management Pack in the System Center Operations Manager 2007 Catalog (http://go.microsoft.com/fwlink/?LinkId=82105).

The VMM 2008 Management Pack Guide is posted on the Management Pack Guides for Server Products site (http://go.microsoft.com/fwlink/?LinkId=120279).

Introduction to the Virtual Machine Manager 2008 Management Pack

The topics in this section describe key monitoring scenarios in the VMM 2008 Management Pack and the additional capabilities that the management pack supports through Performance and Resource Optimization (PRO) in VMM. You will also find supported configurations for the management pack, a list of files in the management pack, and recommendations for importing additional management packs to enhance or extend the capabilities of the VMM 2008 Management Pack.

In This Section

Key Monitoring Scenarios
Support for PRO
Supported Configurations
Files in This Management Pack
Recommended Additional Management Packs
Key Monitoring Scenarios

The following table describes key monitoring scenarios that the VMM 2008 Management Pack supports for Operations Manager administrators using the Operations Console. 

	Scenario
	Monitoring Capabilities

	VMM server
	
Monitor VMM service availability


Start and stop the VMM service


View a Diagram view that maps relationships between all components managed by a VMM server. The Diagram views are available in the Operations Console and the VMM Administrator Console.

	VMM database
	
Monitor database health and availability through the SQL Server management pack

	Managed hosts running Hyper-V or Virtual Server 2005
	
Monitor host availability


Start and stop the VMM agent

	Hyper-V, Virtual Server, and VMware virtual machines managed by VMM 2008
	
Monitor health, availability, and performance of the virtual machines


Perform the following tasks on virtual machines: Start, Stop, Pause, Shut Down, Save State, Create Checkpoint

	Virtual Machine Manager library
	
Monitor library server availability


Perform the following tasks on virtual machines: Start, Stop, Pause, Shut Down, Save State, Create Checkpoint

	Virtual machine self-service
	
Monitor availability of VMM Self-Service Portals


Perform the following tasks on the Web sites through the IIS management pack: Pause Web Site, Start Web Site, List Web Site, Start Web Site Diagnostics, Start Computer Management Console

	VMware Infrastructure 3 (VI3) environment managed using VMM
	
Monitor and perform tasks on VMware virtual machines in a managed VI3 environment


VMware VirtualCenter server and ESX Server hosts are discovered and displayed in Diagram views but are not monitored by Operations Manager except through PRO.


Note 

To get detailed monitoring of Virtual Server hosts and virtual machines, you must import the Microsoft.Virtualization.VirtualServer.2005R2.mp file from the Server Virtualization Management Pack.

Support for PRO

Performance and Resource Optimization (PRO) is a new feature in VMM 2008 that takes integration with System Center Operations Manager 2007 to a new level by allowing customers to tie specific Operations Manager alerts to remediation actions that can be implemented automatically or manually in VMM to return their virtualized environment to a healthy state.

PRO is implemented through specially designed PRO-enabled management packs that define PRO target classes and groups, and provide monitors that collect data about virtual machines, hosts,  applications, and hardware to identify opportunities to optimize a virtualized environment.

Any Operations Manager alert that targets a PRO class generates a PRO tip in VMM, which can include a remedial action to return the virtualized environment to a healthy state. The remedial action can be implemented automatically or can be manually approved by the VMM administrator.  A PRO tip might load-balance virtual machines between physical hosts when specific thresholds are exceeded (transactions per second, CPU utilization, an e-mail message delivery SLA, and so forth) or migrate virtual machines when a hardware failure is detected.

VMM administrators view and implement PRO tips by using the PRO Tips window in the VMM Administrator Console. PRO tips are closed automatically and dismissed from the PRO Tips window when a monitored object returns to a healthy state.

The VMM 2008 Management Pack includes four PRO-enabled management packs that define the basic classes and groups that support PRO and provide monitors to optimize the performance of hosts and virtual machines based on CPU and memory thresholds. The VMM product team is working with partners to develop additional PRO-enabled management packs. To find out about available PRO-enabled management packs, go to the PRO Partners site (http://go.microsoft.com/fwlink/?LinkId=128923). All PRO-enabled management packs are dependent on the VMM 2008 Management Pack.

For more information about PRO-enabled management packs, see PRO-Enabled Management Packs in this management pack guide. For authoring information, see Authoring PRO-Enabled Management Packs, available from the VMM TechCenter (http://go.microsoft.com/fwlink/?LinkId=68949). For general information about PRO, see Enabling PRO (http://go.microsoft.com/fwlink/?LinkId=128536).

Managing PRO Tips in the Operations Console

To ensure a consistent monitoring experience, the Operations Console displays the corresponding alerts for PRO tips. The PRO alerts are resolved automatically in Operations Manager when the unhealthy state is resolved in VMM and VMM closes the PRO tip.

In some cases, a PRO condition triggers an additional alert in Operations Manager, which the Operations Manager operator can process normally. The second alert enables the operator to resolve systemic issues related to a VMM issue. If a fan goes out, the VMM administrator’s problem is resolved after all virtual machines are migrated to a different physical server; however, the Operations Manager operator still needs to fix the fan.

Managing PRO-Enabled Management Packs


To support PRO, an Operations Manager agent must be installed on all Hyper-V and Virtual Server hosts and on all virtual machines. If you are managing a VMware Infrastructure 3 environment using VMM 2008, no agents are required on the VMware ESX Server hosts and their virtual machines. For more information, see Configuring Operations Manager Integration with VMM 2008 (http://go.microsoft.com/fwlink/?LinkId=125948).


PRO is not enabled by default. To take advantage of the PRO monitors in the VMM 2008 Management Pack, the VMM administrator must enable PRO for the individual host groups and host clusters in VMM. PRO is enabled through the properties of the host group or cluster. For more information, see Enabling PRO (http://go.microsoft.com/fwlink/?LinkId=128536).


If you import a PRO-enabled management pack that contains VMM-level PRO tips, you will need to alert the VMM administrator to configure VMM PRO settings in Administration view of the VMM Administrator Console.


All PRO-enabled management packs are dependent on the VMM 2008 Management Pack. 

Supported Configurations

The VMM 2008 Management Pack monitors all components of System Center Virtual Machine Manager 2008 (VMM) and all hosts and virtual machines that VMM 2008 manages, including hosts running Hyper-V and Microsoft Virtual Server 2005. If you are using VMM 2008 to manage a VMware Infrastructure 3 (VI3) environment, the management pack monitors virtual machines deployed on the ESX Server hosts from an in-guest perspective.

Files in This Management Pack

The VMM 2008 Management Pack includes the following files, which are downloaded to the Virtual Machine Manager server with the VMM 2008 program files: 


Microsoft.SystemCenter.VirtualMachineManager.2008


Microsoft.SystemCenter.VirtualMachineManager.PRO.2008.Library


Microsoft.SystemCenter.VirtualMachineManager.PRO.2008.HyperV.HostPerformance


Microsoft.SystemCenter.VirtualMachineManager.PRO.2008.VMware.HostPerformance


Microsoft.SystemCenter.VirtualMachineManager.PRO.2008.VMRightSize


Microsoft.Virtualization.Reports.2008

Recommended Additional Management Packs

The following management packs can extend and enhance the capabilities of the VMM 2008 Management Pack: 


PRO-enabled management packs—To take maximum advantage of Performance and Resource Optimization (PRO) in your virtualized environment, visit the PRO Partners site (http://go.microsoft.com/fwlink/?LinkId=128923) to find out about other available PRO-enabled management packs. VMM partners create PRO-enabled management packs to extend PRO capabilities to their system, application, and hardware products by defining performance and health criteria that are implemented through PRO tips. The Virtual Machine Manager product team will announce new PRO-enabled management packs as they become available.


Virtual Server management pack—To get detailed monitoring of hosts running Microsoft Virtual Server R2 and the virtual machines deployed on them, import the Microsoft.Virtualization.VirtualServer.2005R2.mp file from the Server Virtualization Management Pack.

To download a management pack, go to the Operations Manager 2007 Catalog.

See Also

Operations Manager 2007 Catalog
Getting Started

This section explains how to import the VMM 2008 Management Pack for new VMM customers who are configuring Operations Manager integration with VMM 2008 and for existing customers who are replacing the initial release of the VMM 2008 Management Pack with the newer one. It is recommended that you create an unsealed management pack to store customizations that you make to the VMM 2008 Management Pack. 

In This Section

How to Import the VMM 2008 Management Pack
Create a New Management Pack for Customizations
How to Import the VMM 2008 Management Pack

The method that you should use to import the VMM 2008 Management Pack depends on whether you are a new customer of VMM 2008 and have not yet configured Operations Manager integration with VMM, or you are an existing customer and are updating the management pack that you imported at setup.

New VMM 2008 Customer

If you are a new VMM 2008 customer, and you have not yet configured Operations Manager integration with VMM, download the management pack from the System Center Operations Manager 2007 Catalog (http://go.microsoft.com/fwlink/?LinkId=82105). Then follow the instructions in Configuring Operations Manager Integration with VMM 2008 (http://go.microsoft.com/fwlink/?LinkId=125948) to complete all Operations Manager integration tasks.

Unlike most management packs, the VMM 2008 Management Pack requires additional configuration tasks, performed in VMM 2008, before use. To simplify the management pack deployment, VMM provides the Configure Operations Manager option of the VMM Setup Wizard, which automates many of those tasks. To ensure a successful management pack deployment, use the Setup Wizard to import the management pack, and follow the instructions closely.

Existing VMM 2008 Customer

If you have already configured Operations Manager integration with VMM 2008, replace the VMM 2008 Management Pack that you deployed at setup with this one. The following procedure explains how.

To replace the previous VMM 2008 Management Pack

	1.
Delete the PRO management pack files in the VMM 2008 Management Pack that you installed at setup from Operations Manager 2007. In the Administration pane of the Operations console, expand Management Packs to view a list of management packs that have been imported. Delete all management packs with a name that begins with “System Center Virtual Machine Manager 2008 PRO,” in addition to any dependent management packs. To delete a management pack, right-click the management pack, and then click Delete.

Note 

If any other imported management packs depend on the VMM 2008 Management Pack, the Dependent Management Packs error message appears. You must remove the dependent management packs before you can complete the task. You must update any PRO-enabled management packs that were developed before this release of the VMM 2008 Management Pack. To update an existing PRO-enabled management pack, contact the organization that developed it.

2.
Download the VMM 2008 Management Pack from the System Center Operations Manager 2007 Catalog (http://go.microsoft.com/fwlink/?LinkId=82105), and then import the management pack into Operations Manager 2007. For instructions, see How to Import a Management Pack in Operations Manager 2007 (http://go.microsoft.com/fwlink/?LinkID=98348) in Operations Manager 2007 Online Help.


Create a New Management Pack for Customizations

Most vendor management packs are sealed so that you cannot change any of the original settings in the management pack file. However, you can create customizations, such as overrides or new monitoring objects, and save them to a different management pack. By default, Operations Manager 2007 saves all customizations to the default management pack. As a best practice, you should instead create a separate management pack for each sealed management pack you want to customize.

Creating a new management pack for storing overrides has the following advantages: 


It simplifies the process of exporting customizations that were created in your test and pre-production environments to your production environment. For example, instead of exporting a default management pack that contains customizations from multiple management packs, you can export just the management pack that contains customizations of a single management pack.


You can delete the original management pack without first needing to delete the default management pack. A management pack that contains customizations is dependent on the original management pack. This dependency requires you to delete the management pack with customizations before you can delete the original management pack. If all of your customizations are saved to the default management pack, you must delete the default management pack before you can delete an original management pack.


It is easier to track and update customizations to individual management packs.

For more information about sealed and unsealed management packs, see Management Pack Formats (http://go.microsoft.com/fwlink/?LinkId=108355). For more information about management pack customizations and the default management pack, see About Management Packs in Operations Manager 2007 (http://go.microsoft.com/fwlink/?LinkId=108356).

Optional Configuration

To receive a warning in Operations Manager each time a task fails in Virtual Machine Manager, enable the Microsoft.SystemCenter.VirtualMachineManager.2008.Engine.TaskFailure rule. That rule is disabled by default. When enabled, the rule generates a Warning alert with Medium priority in Operations Manager whenever a VMM task fails.

All other rules in the VMM 2008 Management Pack are enabled by default.

To enable the Engine Task Failure rule, set an override in your unsealed management pack by using the following procedure. 

To enable the Engine Task Failure rule

	1.
Open the Operations Console under an account that has the Operations Manager Authors role.

2.
Click Authoring beneath the navigation pane to display the Authoring pane.

3.
Expand Management Pack Objects, and then click Rules.

4.
To display only rules in the VMM 2008 Management Pack, type VMM Management Pack in the Look for box, and then click Find Now.

5.
In the Rules pane, under Type: Virtual Machine Manager 2008 Engine Server, right-click Microsoft.SystemCenter.VirtualMachineManager.2008.Engine.TaskFailure.rule, and then click Properties.

On the General tab, the Rule is enabled option is not selected. To enable the rule, you will create an override for the rule.

6.
On the Overrides tab, click the Overrides button, and then select an action based on the scope to which you want to apply the override:


To enable the Engine Task Failure rule on all monitored VMM 2008 servers, click For all objects of type: Virtual Machine Manager 2008 Engine Server.


To enable the Engine Task Failure rule on a specific VMM 2008 server, click For a specified object of type: Virtual Machine Manager 2008 Engine Server, and then select the VMM server on which to enable the rule.

7.
In the Override Properties dialog box, change the Override setting for the Enabled parameter to True:

a.
In the Parameter column, select the check box by Enabled.

b.
In the Override Setting column, select True.

8.
Under Management pack, save your settings to a new or existing unsealed management pack.


Tuning Performance Thresholds

Performance thresholds for hosts and virtual machines are set by monitors in the PRO-enabled management packs. For information about tuning those thresholds, see Tuning PRO Performance Thresholds. Other VMM components, such as the VMM server, library servers, and self-service Web servers, are monitored for availability but not performance. 

Security Considerations

The run-as account for the VMM server can be either Local System or a domain account. When you deploy the VMM 2008 Management Pack by using the Configure Operations Manager option of the VMM Setup Wizard, VMM adds the run-as account to the Operations Manager Administrator role. 

For additional information about security settings for Operations Manager integration with VMM 2008, see Configuring Operations Manager Integration with VMM 2008 (http://go.microsoft.com/fwlink/?LinkId=125948).

Low-Privilege Environments

The VMM 2008 Management Pack does not support monitoring in a low-privilege environment.

Groups

You can delegate authority to a precise level with user roles. For more information about user roles, see About User Roles in Operations Manager 2007 (http://go.microsoft.com/fwlink/?LinkId=108357) in Operations Manager 2007 Help.

The VMM 2008 Management Pack defines the following computer groups, which can be used for scoping and roles authorization:


VMM 2008 Server Group—Selects physical computers with Virtual Machine Manager installed.


VMM 2008 Library Server Group—Selects library servers that have been added to VMM 2008.


VMM 2008 Self Service Server Group—Selects Web servers that host the VMM Self-Service Portal.

In addition, the PRO library management pack defines four computer groups that are used exclusively for PRO. For information about those groups, see Groups Defined for PRO.

Understanding Management Pack Operations

To provide an overview of management pack operations, the topics in this section describe the classes defined in the VMM 2008 Management Pack, explain how health rolls up for monitored objects, and provide instructions for placing monitored objects in maintenance mode to temporarily exclude them from monitoring. 

In This Section

Classes in the VMM 2008 Management Pack
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Classes in the VMM 2008 Management Pack

The VMM 2008 Management Pack contains the following classes.

	Class
	Description

	Microsoft.SystemCenter.VirtualMachineManager.2008.ManagementGroup
	A single object that represents the entire scope of management of a single VMM server. There is one management group for each VMM server.

	Microsoft.SystemCenter.VirtualMachineManager.2008.Engine
	Virtual Machine Manager service

	Microsoft.SystemCenter.VirtualMachineManager.2008.Database
	VMM database

	Microsoft.SystemCenter.VirtualMachineManager.2008.HyperVHost
	Hyper-V host that is managed by VMM 2008

	Microsoft.SystemCenter.VirtualMachineManager.2008.VirtualServerHost
	Virtual Server host that is managed by VMM 2008

	Microsoft.SystemCenter.VirtualMachineManager.2008.VMwareHost
	VMware ESX Server host in VMware Infrastructure 3 (VI3) environment managed using VMM 2008

	Microsoft.SystemCenter.VirtualMachineManager.2008.Agent
	Virtual Machine Manager agent on a host, library server, or VMM server

	Microsoft.SystemCenter.VirtualMachineManager.2008.HostGroup
	VMM 2008 host group

	Microsoft.SystemCenter.VirtualMachineManager.2008.VirtualMachine
	Virtual machine that is managed by VMM

	Microsoft.SystemCenter.VirtualMachineManager.2008.StoredVirtualMachine
	Virtual machine that is stored in the Virtual Machine Manager library. Operations Manager places stored virtual machines in maintenance mode so that no alerts are generated for them or the computer class contained within.

	Microsoft.SystemCenter.VirtualMachineManager.2008.Library
	VMM 2008 library server

	Microsoft.SystemCenter.VirtualMachineManager.2008.SelfServiceSite
	Web site that hosts the VMM Self-Service Portal

	Microsoft.SystemCenter.VirtualMachineManager.2008.SelfService
	Virtual machine self-service


How Health Rolls Up

The health of all components that Virtual Machine Manager manages—the VMM service and database, all VMM agents (on virtual machine hosts and library servers), virtual machines on managed hosts, and VMM Self-Service portals—roll up to the health of a VMM management group. Each VMM server is represented by a management group. Figure 1 shows how the health states of these components roll up in this management pack.
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Figure 1   How health rolls up for a VMM management group
Engine health is determined by two factors. In addition to the monitors that roll up the health of the VMM database, the Virtual Machine Manager service, and the Virtual Machine Manager agent on the VMM server, any failed discovery (monitored by a unit monitor) causes a Failed state for the VMM engine.

The health of managed hosts is rolled up through host groups. Figure 2 shows the components that roll up to host group health. 
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Figure 2   How health rolls up for a host group
The health of virtual machine hosts, child host groups, and child host clusters rolls up to the health of the host group. The one exception is the health of VMware ESX Server hosts. Although Operations Manager monitors the health of ESX Server hosts and the virtual machines on the hosts, the health of an ESX Server host does not roll up to the host group.

If the VMM server is running on a virtual machine that is managed by the same instance of Virtual Machine Manager, the health of host groups is reported as Not Available. However, the health of hosts and virtual machines within host groups is monitored.

Note 

The illustrations in this topic show the relationships among monitored objects. The objects do not represent specific rollup monitors in the VMM 2008 Management Pack. For details about specific monitors, use Health Explorer in the Operations Console to view the health monitors in the management pack. For more information, see How to Display Monitors for a Management Pack.

Placing Monitored Objects in Maintenance Mode

When a monitored object, such as a computer or distributed application, goes offline for maintenance, Operations Manager 2007 detects that no agent heartbeat is being received and, as a result, might generate numerous alerts and notifications. To prevent alerts and notifications, place the monitored object into maintenance mode. In maintenance mode, alerts, notifications, rules, monitors, automatic responses, state changes, and new alerts are suppressed at the agent. 

The VMM 2008 Management Pack automatically places virtual machines in maintenance mode when they are moved to the Virtual Machine Manager library.

For general instructions on placing a monitored object in maintenance mode, see How to Put a Monitored Object into Maintenance Mode in Operations Manager 2007 (http://go.microsoft.com/fwlink/?LinkId=108358).

PRO-Enabled Management Packs

The topics in this section explain the operations of PRO-enabled management packs that support Performance and Resource Optimization (PRO) in System Center Virtual Machine Manager (VMM) 2008. The VMM 2008 Management Pack includes four PRO-enabled management packs that define the basic classes and groups that support PRO and provide monitors to optimize the performance of hosts and virtual machines based on CPU and memory thresholds. All other PRO-enabled management packs are dependent on the VMM 2008 Management Pack. 
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How PRO Works (VMM2008MP)

Performance and Resource Optimization (PRO) in VMM 2008 is implemented through specially designed PRO-enabled management packs that define PRO classes and groups, and provide monitors that collect data about virtual machines, hosts,  applications, and hardware to identify opportunities to optimize a virtualized environment.

Any Operations Manager alert that targets a PRO class will generate a PRO tip in VMM, which can include a script that performs a remedial action to return the virtualized environment to a healthy state. The remedial action can be implemented automatically or can be manually approved by the VMM administrator.

VMM administrators view and implement PRO tips using the PRO Tips window in the VMM Administrator Console. PRO tips are closed automatically and dismissed from the PRO Tips window when a monitored object returns to a healthy state.

The VMM administrator enables PRO for individual host groups and host clusters. Enabling PRO for a host group or cluster in turn enables PRO for the hosts and virtual machines within it. PRO tips can be implemented automatically or manually, and the VMM administrator can set the severity level of PRO tips to receive (Critical Only or Warning and Critical) and the severity level of PRO tips to automatically implement for each host group or host cluster. These choices are implemented in the properties of individual host groups and host clusters.

Types of PRO Tips

PRO-enabled management packs can define three types of PRO tips:


PRO tips for hosts—PRO tips for hosts can recommend actions, such as migrating a virtual machine, to return a host to a healthy state based on resource usage or other performance and health measures on the host.


PRO tips for virtual machines—PRO tips for virtual machines can recommend actions, such as a configuration update to return a virtual machine to a healthy state, based on resource usage or other performance and health measures in virtual machines. 


PRO tips for VMM—PRO tips can target Virtual Machine Manager to resolve issues that affect multiple VMM-managed computers throughout your virtualized environment. For example, a PRO tip that targets VMM might define a remediation action for an overheated blade chassis, for an issue with a distributed application, such as Microsoft Exchange, that is deployed on multiple physical computers, or for an issue with a storage array.

Enabling PRO for a specific host group or host cluster in turn enables PRO for each of the hosts and virtual machines within them. PRO tips for Virtual Machine Manager are enabled through VMM PRO settings.

PRO Tips in the VMM 2008 Management Pack

The following PRO capabilities are provided through the PRO-enabled management packs contained in the Virtual Machine Manager 2008 Management Pack:


PRO tips for hosts—The PRO monitors in the VMM 2008 Management Pack recommend virtual machine migration when CPU or memory usage on a host exceeds the threshold set by one of two PRO monitors. The default threshold for CPU is 75 percent of capacity on the host, and the default threshold for memory is 90 percent of capacity. The PRO action migrates the virtual machine that has the highest resource usage on the host to the most suitable host in the same host group or host cluster by using automatic placement in VMM. These PRO tips for hosts can be implemented automatically or manually.


PRO tips for virtual machines—The PRO monitors in the VMM 2008 Management Pack recommend configuration changes to right-size the virtual machine if it is using 90 percent or more of the CPU or memory that is allocated to it. The PRO tips for virtual machines in the VMM 2008 Management Pack are not designed for automatic implementation.

The VMM 2008 Management Pack does not include any VMM-level PRO monitors, so the PRO settings in Administration view will have no immediate effect. As you add new PRO-enabled management packs, be sure to check whether the management pack requires the enabling of VMM-level PRO tips.

PRO-Enabled Management Pack Files

The VMM 2008 Management Pack includes the following PRO-enabled management packs:


Microsoft.SystemCenter.VirtualMachineManager.PRO.2008.Library


Microsoft.SystemCenter.VirtualMachineManager.PRO.2008.HyperV.HostPerformance (monitors Hyper-V and Virtual Server hosts)


Microsoft.SystemCenter.VirtualMachineManager.PRO.2008.VMware.HostPerformance (monitors VMware ESX Server hosts)


Microsoft.SystemCenter.VirtualMachineManager.PRO.2008.VMRightSize (monitors virtual machines)

Groups Defined for PRO

The VMM 2008 Management Pack defines four computer groups that are used in PRO-enabled management packs to target hosts in host groups and host clusters that have PRO enabled: 


PRO Critical Alerts—Selects virtual machine hosts in host groups and host clusters that receive PRO tips for critical alerts only.


PRO Warning and Critical Alerts—Selects virtual machine hosts in host groups and host clusters that receive PRO tips for both warnings and critical alerts.


PRO Automatic Recovery Critical Alerts—Selects virtual machine hosts in host groups and host clusters that are configured to auto implement PRO tips for critical alerts only.


PRO Automatic Recovery Warning and Critical Alerts—Selects virtual machine hosts in host groups and host clusters that are configured to auto implement PRO tips for both warnings and critical alerts.

These groups are populated in VMM 2008 as PRO is enabled for individual host groups and host clusters. For more information, see Enabling PRO (http://go.microsoft.com/fwlink/?LinkId=128536).

Tuning PRO Performance Thresholds

The following tables list the performance thresholds and sampling methods for the PRO monitors in the VMM 2008 Management Pack. The tables present the monitors’ friendly names. For hosts, separate monitors target Hyper-V, Virtual Server, and VMware ESX Server hosts. 

PRO Monitors for Hosts
	Monitor
	Threshold
	Sampling Interval
	Calculation

	PRO Memory Utilization 
	90% 
	60 sec
	Average of past 3 samples 

	PRO CPU Utilization
	75%
	60 sec
	Average of past 3 samples


PRO Monitors for Virtual Machines
	Monitor
	Threshold
	Sampling Interval
	Calculation

	PRO Memory Utilization 
	90% 
	60 sec
	Average of past 3 samples 

	PRO CPU Utilization
	90%
	60 sec
	Average of past 3 samples


For information about tuning these performance thresholds, see Customizing PRO (http://go.microsoft.com/fwlink/?LinkId=128537).

Troubleshooting the VMM 2008 Management Pack

For information about troubleshooting deployment of the VMM 2008 Management Pack Guide, see Configuring Operations Manager Integration with VMM 2008 (http://go.microsoft.com/fwlink/?LinkId=125948). 

Appendix: Monitors and Overrides for Management Packs

This section provides detailed procedures and scripts that you can use to display rules and other information about the management packs you import.

In This Appendix

How to View Management Pack Details
How to Display Monitors for a Management Pack
How to Display Overrides for a Management Pack
How to Display All Management Pack Rules
How to Display Monitor Thresholds
How to Display Performance Collection Rules
How to View Management Pack Details

For more information about a monitor and the associated override values, see the knowledge for the monitor.

To view knowledge for a monitor

	1.
In the Operations Console, click the Authoring button.

2.
Expand Management Pack Objects, and then click Monitors.

3.
In the Monitors pane, expand the targets until you reach the monitor level. Alternately, you can use the Search box to find a particular monitor.

4.
Click the monitor, and in the Monitors pane, click View knowledge.

5.
Click the Product Knowledge tab.


How to Display Monitors for a Management Pack

To display a list of outputs for a management pack's monitors and overrides using the Command Shell, use the following procedure.

To display monitors for a management pack

	1.
In the Command Shell, type the following command:

get-monitor -managementPack name.mp | export-csv filename

2.
A .csv file is created. The .csv file can be opened in Microsoft Office Excel.

Note 

In Excel, you may be required to specify that the .csv file is a text file.


For example, the following command retrieves data for the monitors associated with one of the core management packs:

get-monitor -managementPack System.Health.Library.mp | export-csv "C:\monitors.csv"
How to Display Overrides for a Management Pack

To display overrides for a management pack use the following procedure.

To display overrides for a management pack

	1.
In the Command Shell, type the following command:

get-override -managementPack name.mp | export-csv filename
2.
A .csv file is created. The .csv file can be opened in Excel.

Note 

In Excel, you may be required to specify that the .csv file is a text file.


For example, this command displays the overrides for one of the core management packs:

get-override -managementPack Microsoft.SystemCenter.OperationsManager.Internal.mp | export-csv "c:\overrides.csv"
How to Display All Management Pack Rules

Use the following procedure to display a list of rules for the management packs that you imported. The list of rules can be viewed in Excel.

To display management pack rules

	1.
In your management server, click Programs, and then click System Center.
2.
Click Command Shell.

3.
In the Command Shell window, type the following command:

get-rule | select-object @{Name="MP";Expression={ foreach-object {$_.GetManagementPack().DisplayName }}},DisplayName | sort-object -property MP | export-csv "c:\rules.csv"

4.
A .csv file is created. The .csv file can be opened in Excel.

Note 

In Excel, you may be required to specify that the .csv file is a text file.


How to Display Monitor Thresholds

To display monitor thresholds, use the script described in this section. This script works for the majority of monitors. It creates a .csv file that includes the following columns and that can be viewed using Excel.

	Column
	Description

	Type
	The type of objects the monitor is targeted to

	DisplayName
	The display name of the monitor

	Threshold
	The threshold used by the monitor

	AlertOnState
	Determines whether the monitor generates an alert when the state changes

	AutoResolveAlert
	Determines whether the generated alert will be automatically resolved when the monitor state goes back to green

	AlertSeverity
	The severity of the generated alert


Run the following script to create the .csv file that displays the monitor thresholds:

function GetThreshold ([String] $configuration)
{
$config = [xml] ("<config>" + $configuration + "</config>")
$threshold = $config.Config.Threshold
if($threshold -eq $null)
{
$threshold = $config.Config.MemoryThreshold
}
if($threshold -eq $null)
{
$threshold = $config.Config.CPUPercentageThreshold
}
if($threshold -eq $null)
{
if($config.Config.Threshold1 -ne $null -and $config.Config.Threshold2 -ne $null)
{
$threshold = "first threshold is: " + $config.Config.Threshold1 + " second threshold is: " + $config.Config.Threshold2
}
}
if($threshold -eq $null)
{
if($config.Config.ThresholdWarnSec -ne $null -and $config.Config.ThresholdErrorSec -ne $null)
{
 $threshold = "warning threshold is: " + $config.Config.ThresholdWarnSec + " error threshold is: " + $config.Config.ThresholdErrorSec 
}
}
if($threshold -eq $null)
{
if($config.Config.LearningAndBaseliningSettings -ne $null)
{
$threshold = "no threshold (baseline monitor)"
}
}
return $threshold
}
$perfMonitors = get-monitor -Criteria:"IsUnitMonitor=1 and Category='PerformanceHealth'"
$perfMonitors | select-object @{name="Target";expression={foreach-object {(Get-MonitoringClass -Id:$_.Target.Id).DisplayName}}},DisplayName, @{name="Threshold";expression={foreach-object {GetThreshold $_.Configuration}}}, @{name="AlertOnState";expression={foreach-object {$_.AlertSettings.AlertOnState}}}, @{name="AutoResolveAlert";expression={foreach-object {$_.AlertSettings.AutoResolve}}}, @{name="AlertSeverity";expression={foreach-object {$_.AlertSettings.AlertSeverity}}} | sort Target, DisplayName | export-csv "c:\monitor_thresholds.csv"
How to Display Performance Collection Rules

To display performance collection rules, use the script in this section. This script works for the majority of monitors. It creates a .csv file that includes the following columns and that can be viewed using Excel.

	Column
	Description

	WriteAction
	Contains information about where the performance counter is written

	WriteToDB or CollectionPerformanceData
	Writes to the Operations Manager database

	WriteToDW or CollectPerfDataWarehouse
	Writes to the data warehouse

	WC
	Stores baseline data for a performance counter into the operational database


 To display the performance collection rules present in the management group, run the following script:

function GetPerfCounterName ([String] $configuration)
{
$config = [xml] ("<config>" + $configuration + "</config>")
return ($config.Config.ObjectName + "\" + $config.Config.CounterName)
}
function GetFrequency ([String] $configuration)
{
$config = [xml] ("<config>" + $configuration + "</config>")
$frequency = $config.Config.Frequency;
if($frequency -eq $null)
{
$frequency = $config.Config.IntervalSeconds;
}
return ($frequency)
}
function GetDisplayName($performanceRule)
{
 if($performanceRule.DisplayName -eq $null)
 {
  return ($performanceRule.Name);
 }
 else
 {
  return ($performanceRule.DisplayName);
 }
}
function GetWriteActionNames($performanceRule)
{
 $writeActions = ""; 
 foreach($writeAction in $performanceRule.WriteActionCollection)
 {
  $writeActions += " " + $writeAction.Name;
 }
 return ($writeActions);
}
$perf_collection_rules = get-rule -criteria:"Category='PerformanceCollection'"
$perf_collection_rules | select-object @{name="Type";expression={foreach-object {(Get-MonitoringClass -id:$_.Target.Id).DisplayName}}},@{name="RuleDisplayName";expression={foreach-object {GetDisplayName $_}}} ,@{name="CounterName";expression={foreach-object {GetPerfCounterName $_.DataSourceCollection[0].Configuration}}},@{name="Frequency";expression={foreach-object {GetFrequency $_.DataSourceCollection[0].Configuration}}},@{name="WriteActions";expression={foreach-object {GetWriteActionNames $_}}}  | sort Type,RuleDisplayName,CounterName | export-csv "c:\perf_collection_rules.csv"
Appendix: Reports

The VMM 2008 Management Pack contains the following reports: 


Virtualization Candidates—Helps identify physical computers that are good candidates for conversion to virtual machines. You can use the Virtualization Candidates report to identify little-used servers and display average values for a set of commonly requested performance counters for CPU, memory, and disk usage, along with hardware configurations, including processor speed, number of processors, and total RAM. You can limit the report to computers that meet specified CPU and RAM requirements, and you can sort the results by selected columns in the report. 


Virtual Machine Allocation—Provides information that you can use to calculate chargeback to cost centers for virtual machines. You can set up this report by Cost Center grouping to summarize CPU, memory, disk, and network usage for virtual machines within your cost centers. The cost center is a property of virtual machines, which can also be set on virtual machine templates.


Virtual Machine Utilization—Provides information about resource utilization by your virtual machines. For a specified time period, this report shows average usage and total or maximum values for virtual machine processors, memory, and disk space. You can use this report to identify under-utilized or over-utilized virtual machines and determine whether any changes are necessary.


Host Utilization—For the specified time period and host group, this report shows the number of virtual machines that are running on each host and the average usage and total or maximum values for host processors, memory, and disk space. You can double-click a host in the list to open a Host Performance report with details about resource usage on the host.


Host Utilization Growth—Shows the percentage of change in resource usage and the number of virtual machines that are running on selected hosts during a specified time period.

After importing the management pack, allow up to 30 minutes for reports to appear in the Reporting pane of the Operations console.

These reports also are available in Reporting view of the VMM Administrator Console. However, before you can view and use the reports in the Administrator Console, you must set up reporting in VMM. For more information, see Setting Up Reporting in VMM (http://go.microsoft.com/fwlink/?LinkId=130662).
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